
 
1



TABLE OF CONTENTS 
1  SEARCH-BASED INVESTIGATIVE INTELLIGENCE ........................................................................................................................................................................................... 3 

2   THE SIREN PLATFORM INVESTIGATIVE EXPERIENCE .................................................................................................................................................................................. 4 

DATA MODEL-DRIVEN ........................................................................................................................................................................................................................................... 4 
 
ASSOCIATIVE DRILL DOWNS: A UNIQUE INVESTIGATIVE SUPERPOWER ........................................................................................................................... 5 
 
SEARCH AND GET FULL REPORTS IN A SINGLE CLICK ...................................................................................................................................................................... 6 
 
ADVANCED SEARCH FOR FACES, SIGNALS, VECTOR CONTENT AND MORE ................................................................................................................. 6 
 
DATA ON THE MOVE WITH SIREN SEARCH UI .................................................................................................................................................................................. 7 
 
SEAMLESS LINK ANALYSIS AT ANY STAGE OF THE INVESTIGATION ................................................................................................................................ 8 

                   GRAPH EXPANSION CONTROL ............................................................................................................................................................................................. 9 
 

CONDITIONAL FORMATTING AND SCRIPTS ................................................................................................................................................................ 9 
 

GRAPH AUTHORING IN THE SIREN PLATFORM ................................................................................................................................................................................ 10 
 
INVESTIGATIVE GRAPH ALGORITHMS AT FULL DATA SCALE ................................................................................................................................................. 11 
 
SPATIAL AND TEMPORAL ANALYSIS ...................................................................................................................................................................................................... 12 
 
SUPPORTING THE INVESTIGATION LIFE CYCLE ............................................................................................................................................................................ 13 
 
AUGMENT YOUR ORGANIZATIONAL DATA WITH EXTERNAL DATA PROVIDERS ...................................................................................................... 14 
 

3 SECURITY IN SIREN PLATFORM .............................................................................................................................................................................................................................. 15 

4  INVESTIGATIVE AI IN SIREN PLATFORM .......................................................................................................................................................................................................... 16 

NATURAL LANGUAGE PROCESSING .................................................................................................................................................................................................... 17 
 
TAXONOMY DATA BROWSING .............................................................................................................................................................................................................. 18 

5  INTEGRATING WITH IMAGE AND VIDEO PROCESSING (BETA) .......................................................................................................................................................... 19 

6  SOLUTION TEMPLATES: KICK-START YOUR USE CASE ........................................................................................................................................................................ 20 

7  SIREN PLATFORM FOR INTEGRATORS ................................................................................................................................................................................................................ 21 

8  ARCHITECTURE: BUILDING YOUR INVESTIGATIVE CAPABILITIES ON THE SIREN PLATFORM ....................................................................................... 22 

SIREN PLATFORM ............................................................................................................................................................................................................................................. 22 
 
9  ABOUT SIREN .................................................................................................................................................................................................................................................................. 23 

 
Siren Platform - Version 13 Product Overview | www.siren.io 

2

http://www.siren.io/


Siren Platform - Version 13 Product Overview | 
www.siren.io 

 

1 Search-based investigative intelligence 
  

Investigative intelligence is a specialized area of 
data analytics that serves the needs of those 
hunting for bad actors to protect people, 
networks, and assets.  

Such investigations are the primary focus of law 
enforcement and intelligence agencies but are 
also critical to uncovering financial crime 
activities and threat hunting in cybersecurity.  

These investigations often involve connecting the 
dots on both structured (well-defined records) 
and unstructured data (textual and other media) 
across systems and schemas.  

The Siren Platform fuses previously disconnected 
capabilities, such as advanced, big data search, 
link analysis, associative business intelligence 
dashboards, and big data stream monitoring 
and alerting  capabilities. 

Analysts are provided with investigation-
grade, active dashboards that serve pre-built 
use cases or act as a starting point for the 
exploration of data.  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Siren Platform’s fusion of investigative capabilities.

 Blended capabilities: Textual discovery - Link analysis - Geo spatial analysis - Time series - Associative navigation 
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 2 The Siren Platform investigative experience  
 
Data model driven. 

The investigative world is made up of disjointed 
data that needs to be connected. People, for 
example, are connected to vehicles they own, 
which are connected to locations where they 
have been, which may be connected to events, 
and so on.  

In Siren Investigate, administrators or advanced 
analysts define an associative data model to 
describe how records in data tables are meant 
to be interconnected to form a knowledge 
graph.  

This model then drives all of the analytical 
operations.  

Data model example  

The following screenshot shows an example data 
model for a Law Enforcement scenario. It 
connects existing tables of vehicles, cases, and 
traffic camera license plate readings.  

 

 

The model can be automatically discovered or 
created and refined manually.  

In a Cybersecurity scenario, it is common to use 
concepts such as IPs, MD5 hash values, or user IDs 
to tie together security logs.  
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Associative drill downs: A unique investigative superpower 

Thanks to the data model, Siren Investigate’s analytic 
dashboards go beyond classic BI drill downs and gain 
unique associative capabilities.  

For example, in a financial investigation scenario, we 
have data on companies that have received 
investments 
by investors but are also mentioned by articles and 
have headquarters in cities. This is represented by the 
data model to the right.  

With this data model, Siren Investigate can move from 
a set of companies to the set of records connected to 
it - for example, the investments received by those 
companies. This operation is called set-to-set 
navigation or associative drill down.  

You can create unlimited sub-searches, which inherit 
the filter of the parent search, comparable to Extended 
Entity Relation systems. Relationships can be created 
between sub-searches.  

 

 
 
 

 
 

The data model graph in a financial investigation 

 
 

» Siren Platform operates at a billion 
record+ scale and in real time on data 
loaded in Elasticsearch.  

» Unique offering: No other product can 
perform similar correlations in 
Elasticsearch – powered by the Siren 
Federate plugin.  
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  Search and get full reports in a single click 
 
 

 
 
 

Searching data is one of the most 
fundamental actions of an investigator. Siren 
Platform provides this intuitively through the 
Global Search interface, where analysts can 
search all of the data accessible to Siren - 
according to their current security 
permissions. 

 
From the search results, analysts can get rich 
reports in PDF or DOCX or use the results as 
a starting point in dashboard or graph 

investigations. 
 

   Advanced search for faces, signals, vector content and more 

Siren leverages the backend capability to perform instantaneous searches in vector spaces. This allows 
you to search for advanced entities, such as faces, and media and images, but also specialized domain 
specific entities for example, in life science searching molecules by structure or content by meaning not 
by keyword. See the section on Image and Video processing for more details.  
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  Data on the move with Siren Search UI 
 

With Siren Investigate, analyzing an entity, or a set of entities, is a straightforward task for a qualified 
analyst. With the Siren Search UI, we can also support less experienced users on mobile devices.  

In the example search below, you can see a record that was searched for by a mobile user who entered 
the family name of the suspect in the search field. The user can simply expand on the details of 
Suspected in crimes and navigate to view the associated records.  

 

 

 
 

Record search and associative navigation as seen by an officer in the field on a 
mobile device.
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Seamless link analysis at any stage of the investigation 

Associative dashboards are extremely 
powerful, yet there are questions that no 
dashboard can answer. For example, in our 
scenario:  

» Which investors invested in which 
companies?            
» Are they investing in pairs or in groups? 
» Are there groups that appear to be 
investing in competing companies? 

Performing Link Analysis in the Graph Browser 

 
 

To answer these questions, you can simply drag and 
drop any dashboard selection into the Graph 
Browser to start a link analysis.

Work live, on distributed Big Data  

Link analysis operates by accessing a virtual graph that is 
created by the data model and reads data directly from 
Elasticsearch with no need for graph databases. 
The graph allows the exploration of every record; and easily 
scales to over a billion records. 
 
Important links first with graph aggregations 
 
Arguably, the greatest limiting factor of link analysis is the clutter 
that can take over large graph explorations. 
Siren Platform addresses this in powerful and unique ways. Big 
data aggregations can be activated at any time. In this 
modality, thousands or millions of intermediate nodes 
(messages, emails, or low-level data communications) are 
automatically summarized as metrics on the edges 
between connecting nodes. 

In the following screenshot, we do not see the 
thousands of articles that co-mention the given 
companies, we just see a count for them (and in 
parentheses a relevance metric).  

Likewise, it is always possible to group nodes based 
on a common data value, such as nationality, or 
manually expand groups as needed.  

8

http://www.siren.io/


 

Siren Platform - Version 13 Product Overview | www.siren.io 

 

 

 

Seamless link analysis at any stage of the investigation 
 

 

Grouping nodes in the Graph Browser 

Graph expansion control  

In a scenario where a node is connected to 
millions and millions of other nodes, how can 
expanding the graph be still useful?  

Siren Platform is the only system that allows 
associative filters to restrict graph expansion. In 
the screenshot below, we have applied an 
associative filter “only articles mentioning French 
companies” to our Articles dashboard and we use 
this to control expansion on the graph.  

 

 

Whereas the Google node is normally connected 
to 20,000+ other nodes, in this example we see it 
connect only to the few articles that have that 
specific condition applied.  

Conditional formatting and scripts  

The Siren Platform graph supports powerful, 
scriptable, conditional formatting. This controls 
node and edge size, color, icon, halos, temporal 
and map position, tooltips, labels, additional 
glyphs visibility, and more.  

You can install powerful scripts on the graph 
browser. These enable automatic expansion under 
certain conditions that facilitates specific use 
cases.  

Likewise, administrators can install custom 
functions on buttons and contextual menus that 
can, for example, perform calls to Web services or 
return results from custom analytics scripts.  

 

 
 

 
 

Graph expansion control using associative filters.
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  Graph authoring in the Siren Platform 
 

Create and edit data as a graph  

Data curation and editing can also occur in the 
graph, and authored graphs can then be saved 
as part of the investigation.  

This capability is typically used by analysts to 
either fix incorrect data or to create new records 
(nodes), links and compose new graphs.  

The screenshot on the right shows the interface of 
how to add new links between nodes in a graph.  

Export to PNG, PDF or IBM® i2® Analyst’s 
Notebook®  

As with any other artifact generated in Siren 
Platform, graphs can be exported as PNG or PDF 
that you can print in high resolution up to 14,000 
px X 10,000 px.  

Alternatively, graphs can be exported in a format 
compatible with IBM i2 Analyst’s Notebook, 
making Siren-to-i2 workflows a breeze.  
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 Investigative graph algorithms at full data scale 
 
Siren Platform offers a set of algorithms for graph analytics that operate on the visible graph – 
typically, with a size of up to 50 thousand nodes – or at full backend scale (over a billion nodes). 
Among the full backend scale algorithms, Siren Platform offers efficient shortest path and common 
communicator detection, which performs at full Elasticsearch scale, thanks to the capabilities of the 
Siren Federate plugin.  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

Siren Investigate Graph Capabilities 

» Round trip: To and from dashboards using 

the same associative data model. 

» Operates at a billion record+ scale and 
in real time on data loaded in 

Elasticsearch. 

» Big data shortest path and common 

communicator are native to Elasticsearch 

and other backend systems. 

» Graph metrics include page rank, centrality, 

betweenness, closeness, eigenvector 

centrality, and more. 

» Scriptable: Automatic behaviors and 

visualization rules can be scripted. 

» Web service integration: Expand the graph 
by invoking Web services on the fly. 

» Spatial and temporal analysis: See 

graph data on a map and as it evolves 
over time. 
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  Spatial and temporal analysis 
 

Siren has partnered with Esri to help organizations make smarter, faster 
decisions by solving business problems that require location intelligence. 
Siren Investigate is equipped with advanced spatial and temporal 
exploration capabilities.  

	
 

» From Big Data to individual records: 

Interactive Big Data aggregations and 

drill downs to individual records. 
» Layers with enterprise security: Browse 

thousands of layers based on the user’s 

security level. 

» Track movements over time and perform a 

historical movement analysis. 
» Run advanced algorithms written in Python 

or other languages. For example, find meetings 

between people. 
» Visual time series builder 
» Event overlap analysis 
» Vector tile layer: Create basemaps with 

custom styles and faster response time. Add 

data sets like census tracts and land parcels. 
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  Supporting the investigation life cycle 

Keeping investigations distinct with dataspaces  

In Siren Investigate, dataspaces allow you to 
create and clone investigative environments, 
typically to fit the needs of each distinct 
investigation.  

With dataspaces, analysts have the freedom to:  

» Modify the data model, uploading and 
integrating new datasets per investigation.  

» Create custom dashboards and visualizations 
to suit specific needs.  

» Invite colleagues and work collaboratively.  

Importing and transforming data  

Data can enter the Siren Platform in the following 
ways: 

 » Importing spreadsheets 
» Connecting to Elasticsearch indices 
» Connecting to remote JDBC DataSources  

» Invoking Web services  

 
 

Importing data into entity tables in the Data model 
app 

Data entry and data revision  

Authorized users can create new records and 
edit existing ones. This effectively allows data 
entry and the correction of mistakes. At any 
time, previous versions of the data are 
preserved, and all operations are monitored by 
the auditing system.  

 

 
Exporting and reporting 

Siren Platform includes the following features:  

» Link sharing with filter statuses.  

» PDF and PNG exports, which can be scheduled, 
triggered by conditions, or exported on demand. Siren 
Scripting API can extract PNGs from visualization to 
produce ad hoc reports from dashboards.  

 

 

Alerts by investigation  

Siren Investigate can generate alerts by investigation 
based on scheduled queries, threshold alerts, and 
complex conditions. Alerts can generate emails, send 
PDFs, or call APIs to execute actions.  

Alerts can be templated, with templates becoming 
available based on the context. In the adjacent 
screenshot, three alert templates are made available 
to the analyst.  

Integrated Jira workflow  

The Jira plugin allows you to connect Siren Investigate 
to a Jira cloud or server instance.  
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You can keep track of assigned tickets and export 
dashboard information as attachments to the 
tickets, directly from Siren Investigate.  

The key features include searching for tickets, 
selecting an active ticket, and exporting 
dashboard information.  

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

  Selecting a Jira ticket to track work in investigations 
 
 
 

Augment your organizational data with external data providers 
 
 

Siren has the ability to seamlessly integrate your internal organization data with external data 
providers both automatically and driven by analyst actions. Thanks to a flexible Web service driver 
model, Siren makes data coming from external providers naturally blend into the organization data 
model so that it becomes immediately available to complement the local knowledge.  

There are countless uses for this capability:  

» In cybersecurity, Siren data partners, such as Q6, can check emails and IP addresses for possible 
indication of compromise and warning investigators of potential illicit activities associated with them.  

» Siren data partners such as Sayari, give access to over 500 million records of companies and 
registered executives worldwide.  

» Open source and Dark Web intelligence specialist partner can be used to monitor mentions of people 
on social media as well as the Dark Web directly from Siren Investigate.  

Web service invocations can happen seamlessly on the graph browser (driven by the analyst) but can 
also be automatically scheduled or used in ad hoc scripts automating investigative activities - for 
example, called automatically as part of report creations.  

14 
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 3  Security in Siren Platform 
 
 

Access control, encryption, and integration with 
LDAP and Active Directory.  

Siren Investigate has enterprise-level access 
control at the index, record, and field levels.  

The following security is supported:  

 
 

 
 
 

End-to-end encryption exists from the user interface 

down to inter-cluster communications, and Elasticsearch 

can be encrypted at rest. 

 
Siren also natively supports OpenID authentication and 

authorization, automatically generating a valid token 

from a client certificate without passing through external 

Identity and Access Management software. 

 
User auditing 

 
The Siren Investigate session audit feature allows you to 

log and perform internal audits on session user data. 

The system can log the following: 
 
 

 

With these security providers, Siren Investigate can 
connect with LDAP and Microsoft® Active Directory®. It 
can establish individual- and role-level access control 
for specific UI components, such as dashboards, 
visualizations, and saved search, and it can implement 
restrictions on data access. 

» UI: Actions that are performed by the user. 

» Saved objects: Access to system configuration objects. 

» Records: Store every record that was displayed to the 

user. 

» ACl: User login and logout activity. 

You can then configure a dashboard to search and track 
user activity for auditing purposes. 

 

 
A dashboard configured to monitor and audit user activity 

» Elastic.co subscription: This is the 

recommended option and is integrated in the 

Siren Platform Platinum Edition. 

» Alternative providers: Siren Platform is also 

compatible with Elasticsearch clusters that 

are secured with Open Distro Security or 

Search Guard™. 
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   4 Investigative AI in Siren Platform  
 

        Siren Platform supports six typical AI scenarios:  

1. Entity Resolution (Siren ER) – ML that 
recognizes that multiple records may be 
about the same entity (for example, a 
person or a company). Also finds 
suspiciously connected records.  

2. Natural Language Processing (NLP) –Extracts 
locations, events, dates, amounts, sentiment, 
and salience (prominence) from text, and is 
multilingual.  

3. Topic clustering – Real time clustering of 
corpuses of documents to extract key 
phrases and concepts.  

4. Advanced graph pattern detection –Detects 
(and alerts about) patterns or new 
occurrences in the data.  

5. Time series anomaly detection and 
individual behavior anomaly detection: 
(Federal US Market) Powered by Elastic 
Machine Learning, uses roll up indexes and 
anomaly detection for time series and for 
individual, based on summarizations of 
individual behavioral logs.  

6. Apply arbitrary data science algorithms –
Custom external algorithms can be invoked 
directly from the UI as a part of workflows.  

Siren Entity Resolution  

Siren Entity Resolution (Siren ER) is a Machine 
Learning component capable of:  

       

  
 

Siren ER enables real-time (no re-calculation required) 
fuzzy matching on records at billion-record scale.  

In addition, Siren ER can obtain suggested links across 
entities, which are likely different but linked by some 
strong similarity attributes - for example, entities with 
very similar addresses.  

In the following screenshot, several records are joined 
by entity resolution cubes which, in turn, connect with 
other separate, but highly-related entities.  

 

The data model graph in a financial investigation 
 
 

   Highlights of the Siren ER technology:  

 

  

 
 

   
 

» Recognizing that two or more records are very 
likely to be referring to the same real-world 
entity - for example, the same person. 
  
» Recognizing that two or more separate entities 
are interestingly connected - for example, they 
share an unusual combination of attributes.  

 

 
» Works across schemata, languages, and 

cultural conventions (Bob = Robert = Роберц) 

and plain human error. 

» Real time: Corrects previous assertions based 

on new facts without recomputing all data. 

» Machine learning based: True ML thrives on as 

much data as it can be fed. 
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 Natural Language Processing 

 

Extract entities from text and visualize the 
connections across the corpus with the full-
featured Natural Language Processing (NLP) 
engine, integrated in Siren Platform.  

Extract mentions of companies, people, locations, 
hashtags, phone numbers, addresses, IBANs, IPs, 
MDSs, as well as tag terms and concepts that you 
can provide in custom taxonomies and lists.  

In the screenshot to the right, Siren’s NLP 
capabilities are at work on our demo news corpus, 
extracting mentions of the main entities among 
which are people and companies.  

Editable NLP annotation  

As NLP can be a noisy process, investigators can also 
manually add, remove, and fix annotations. This 
feature is part of a more general Siren feature which 
enables record editing in a safe and versioned way.  

      
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Natural language processing in Siren Investigate

Real-time topic clustering 

Siren topic clustering capabilities offer visual, real-time, 
interactive, large-scale, topic clustering and key 
phrase detection on a corpus of documents. The 
exploration requires no pre-processing, and works 
dynamically on any filtered set. In the screenshot to the 
right, we can see this at work on a political news corpus.  

The components extract the key terms from the corpus, 
maximizing both coverage and significance.  

 
 

 
» Coverage – The resulting terms must represent as much as possible of the corpus (and can be read 
in the tooltip).  
» Significance – How the terms in a sub-selection are strongly correlated with those in the parent 
(reflected in the color scheme).  
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  Taxonomy data browsing							
													 	 	 	 	 	       
For customers who are dealing with advanced textual content, such as technical or scientific news and 
documentation, Siren Platform can perform deep taxonomy tagging and browsing. 

On the tagging side, the built-in Siren NLP component allows leveraging deep taxonomies, specifically:  

In the following example, patent documents are filtered to display any inorganic oxide and any aircraft 
propulsion component. We find that the first document mentions metal oxide, an inorganic oxide, and 
propellant tank, which is an aircraft propulsion component.  

 
 

Elasticsearch transforms and outlier detection 

	When an analyst zones in on 100 individual companies or people in an investigation there is no clear way of 
knowing which one to investigate first. For scenarios like this, AI comes in handy and helps analysts prioritize 
their efforts and focus their attention.  

Siren Platform offers a set of scripts and procedures to 
determine which entities stand out from others and why.  

It works by leveraging the UI-driven procedures that are in Siren 
Platform Platinum Edition (bundled with Elasticsearch platinum 
subscription nodes) to run AI outlier detection and to enrich 
existing records with outlier scores.  

The outlier score appears as an extra field in the target 
records, which can be used to sort records or to display a color 
coding scheme. Analysts can view details about how the 
anomaly score is composed.  

 

 
»Taxonomies with over tens of thousands of terms. » Providing synonyms at every level.  
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  5 Integrating with image and video processing (beta)     
 

The incredible volume of media generated by 
the digitized society we live in can no longer be 
analyzed by people without technical aid.  

It is easy to integrate Siren with industry leading open 

source or commercial image analysis solutions to 

provide investigators with automated audio/visual 

content analysis.  

 
 

 
 

Typical capabilities that can be integrated 
include: 

»  Object and person tagging.  

»  Face vector extraction and search.  

»  Ability to train the tool for custom object categories, 
such as guns, and drugs.  

»  Image similarity search based on smart deep 
learning extracted vectors.  

»  Text-in-image search, such as license plates, 
addresses, and names.  

»  General image category detection.

 
Additional capabilities:  
 
»  Audio transcript from videos.  
»  Audio event extraction.  
»  Integration with third-party curated 
datasets  
that are law enforcement and intelligence 
specific.  
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 6  Solution templates: Kick-start your use case 

Siren Platform comes with three solution templates, 
which are pre-made example configurations that 
can quickly kick-start a Siren project.  

Cybersecurity and operational analytics  

Connectors, data model, and rules for top of the 
pyramid threat hunting and monitoring, also 
powered by Elastic Common Schema and MITRE 
ATT&CK data model, see the screenshot below.  

For more information, see Operational intelligence 
and cybersecurity on the Siren website.   

 

Open-Source Intelligence (OSINT) and Signals 

Intelligence (SIGINT)  

At Siren, OSINT and SIGINT templates address some 
of the most critical problems in national security.  

The templates allow analysts to perform inference, 
based on Big Data quantities of signals, such as 
positions and calls, and to detect alert conditions. 
Contact Siren for more information. 
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7  Siren Platform for integrators 
 

Internationalization and white-labelling  

The Siren Investigate UI currently supports seven 
locales, which include Spanish, French, German, 
Japanese, Korean, Chinese and Arabic. More can 
be added on demand.  

 

 

Partners creating solutions with Siren can easily 
white- label Siren Investigate by changing 
names, logos, and icons. Together with a custom 
CSS, Siren can smoothly fit into larger 
integrations.  

Creating custom behaviors with the Siren 
scripting API  

Siren Platform is rooted in open source. You can 
easily extend it in a way similar to how you would 
extend the ELK (Elasticsearch/Logstash/Kibana) 
stack, from which Siren Platform is derived.  

 

Furthermore, many parts of Siren Investigate offer 
the ability to write scripts for custom templating, 
transformations, workflows, and visualizations.  

Scripts are written by administrators or experts in 
JavaScript and executed in a safety sandbox in 
dashboards.  

The following are just a few examples of behaviors 
that can be scripted but the possibilities are endless.  

 

 
Siren also provides the full source code and training 

to qualifying partners to write their own plugins.

An example of a white-labelled Siren Investigate UI

Scriptable elements in Siren Investigate:  
 
»  Additional graph functions as administrative 
JavaScript extensions.  
»  Additional graph formatters.  
»  Dashboard special behaviors and custom-
scripted  
UIs.  
»  Record visualization templates.  
»  Custom interfaces to look up external services.  
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8  Architecture: building your investigative capabilities on the  
Siren Platform 

 

 

Siren Platform is a highly-configurable environment 
that organizations can use to create Investigative 
Intelligence solutions at scale.  

In building such solutions, organizations can start 
from an empty installation or from a Siren domain 
template.	 

 
 

Architectural Overview 

Siren is developed as an enhancement 
to the ElasticsearchTM big data search 
engine infrastructure, ElasticsearchTM, 
and developed in collaboration and 
partnership with Elastic.co.  

The architecture centers around an Elasticsearch 
cluster, in which Siren Platform’s proprietary 
technology - the Siren Federate plugin - is 
installed. Siren supports Elasticsearch 8.x as 
primary or remote clusters both on premise and 
Elastic Cloud. 

	 

At the core of the front end system, Siren Investigate is the 
search engine in which analysts can search and filter 
data. A mobile friendly search interface assists users who 
are on the move.  

The data model enriches the data and enhances the 
knowledge graph and dashboard capabilities. Added 
to this is a layer of investigative AI: natural language 
processing, entity resolution, and anomaly detection. The 
platform is completed by alerting, auditing, and support 
for workflow management systems.  

 
At e 

 

Siren Federate augments Elasticsearch as 
follows:  
 
» Data model and graph capabilities such as 
exploration, shortest path, and central node 
detections.  
» Real time / interactive speed big data joins 
(correlations) among data tables and streams.  
» Virtualization (live connections) to other back- 
end systems and Web services.  
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9  About Siren 
 

 
 

 
 

Named a Gartner Cool Vendor in 2020 for Analytics 
and Data Science, Siren provides investigative 

intelligence software to some of the world’s largest and 
most complex organizations. 

 
Our product, Siren Platform, allows businesses to derive 
valuable insights from big data. 

 
Founded in 2010 by thought leaders in Information 
Retrieval and distributed Knowledge Representation, 
Siren now employs a range of experts in data discovery, 
advanced search, data science, and engineering. 

Siren’s headquarters are in Galway, Ireland, with offices in 
Europe and in the USA. 

 
In 2018, Siren was recognized with awards for 
Technology Innovation of the Year and Start-up of 
the Year at the Ireland Industry and Tech Excellence 

Awards. In 2019, Siren was honored with the Enterprise of 
the Year award in the SME category at the ITAG 
awards. In 2022, Siren was recognized by Deloitte as 
one of the 50 fastest growing technology companies 
across the island of Ireland. 

For more information, visit www.siren.io. 
 

Headquarters  

15 Market St, 
Galway, 
H91 TCX3, 
Ireland 
Tel: +353 (0)91 704 885 

 

Legal Notices 
 

Siren Platform™ is a trademark of Sindice Ltd. trading as 
Siren, with offices in 15 Market St, Galway, H91 TCX3, 
Ireland. 

 
Elasticsearch™ is a trademark of Elasticsearch B.V., 
registered in the U.S. and in other countries. 
IBM® i2® Analyst’s Notebook® is a registered trademark 
of IBM. 

 
Search Guard™ is a trademark of floragunn GmbH. 

 
Microsoft® Active Directory® is a registered trademark of 
Microsoft Corporation. 
Docker® is a registered trademark of Docker, Inc. 

 
Gartner Disclaimer: GARTNER is a registered trademark 
and service mark of Gartner, Inc., and/or its affiliates 
in the U.S. and internationally, and is used herein with 

permission. All rights reserved. 
Gartner, Cool Vendors in Analytics & Data Science, Julian 
Sun, Jim Hare, Rita Sallam, James Richardson, Afraz Jaffri, 
7 May 2020. 

 
The GARTNER COOL VENDOR badge is a trademark 
and service mark of Gartner, Inc. and/or its affiliates and 
is used herein with permission. All rights reserved. Gartner 
does not endorse any vendor, product or service 
depicted in its research publications and does not 
advise technology users to select only those vendors with 
the highest ratings or other designation. Gartner 

research publications consist of the opinions of Gartner’s 
Research & Advisory organization and should not be 
construed as statements of fact. Gartner disclaims all 
warranties, expressed or implied, with respect to this 
research, including any warranties of merchantability or 
fitness for a particular purpose. 
Deloitte® and the Deloitte logo are registered 
trademarks of entities within the Deloitte Network 
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